Explore – Impact of Computing Innovations
Written Response Submission Template

Please see Assessment Overview and Performance Task Directions for Student for the task directions and recommended word counts.

Computational Artifact

2a) The computing innovation represented by my computational artifact is Apple Pay. The purpose of this innovation is to allow users to make secure purchases with their phones. It achieves this by sending a Device Account Number over an encrypted NFC connection instead of using credit card information. My computational artifact illustrates and explains the purpose and function of Apple Pay by showing images of the intended purpose of Apple Pay and explaining how it is achieved.

2b) When I was creating my artifact. I used Google Slides to make a slide presentation, and added images to it. I found the images using Google Images, using the tools of google images to get only images labeled for reuse with modification. I then used Screencastify to record my screen and my voice for my video.
Computing Innovation

2c) Through the use of Apple Pay, less people have access to the user’s credit card number making it much more difficult to steal the user’s credit card information, proving very beneficial for those who use Apple Pay. In addition, a person’s fingerprint is required to pay, making it even more secure [1].

Unfortunately, Apple Pay exacerbates one of the problems of credit cards, which ease the pain of paying by dissociating people with the money they are spending [2]. This can prove harmful when it causes people use apple pay to buy things they cannot afford.

2d) When adding a new card to the digital wallet, Apple creates a Device Account Number in place of the credit card number that is stored with the bank, on the device, and on Apple’s servers, and then erases the credit card number from its database. When paying with Apple Pay, the paying device transmits the user’s Device Account Number over an encrypted NFC connection to the terminal. The Device Account Number is then sent to the bank and verified [1]. Although Apple Pay does allow increased security, it does have its own security concerns. When registering a new card on an unsecured public Wi-Fi network, a cybercriminal can spoof a user’s mobile wallet registration system in which the user must enter their card’s data. Malware is also a security concern as it can be used to steal credit card information [3].
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